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Executive Summary 
The telecommunications industry is at a critical inflection point. Driven by the financial pressures of commoditized 
core services, the escalating capital demands of 5G infrastructure, and the foundational shift towards a 
programmable network model, the adoption of AI-driven operations (AIOps) is no longer a technological choice 
but an operational and strategic imperative. This report provides a comprehensive analysis of this transformation, 
detailing the current landscape, key technologies, and major market players. It highlights the significant financial 
and operational stakes, from substantial reductions in operational expenditure (OpEx) to the creation of new, high-
value revenue streams. 
 
The analysis shows that a successful transition requires a holistic approach, addressing not only technological 
modernization but also fundamental organizational and cultural shifts. Leaders must move their companies from 
reactive, human-centric processes to proactive, data-driven workflows, a change that demands a new breed of 
hybrid talent and a clear C-level vision. 
 
Looking towards 2030, a clear vision emerges. 5G-Advanced is serving as a crucial transitional phase, a period of 
incremental but accelerated change that is laying the groundwork for a more profound transformation. By the 
early 2030s, the industry is expected to enter the era of AI-native 6G. This future network is being designed from 
the ground up with intelligence embedded at every layer, enabling a new class of use cases such as massive 
digital twins, integrated sensing, and ubiquitous connectivity. This paradigm shift will fundamentally reshape the 
industry's role from a simple connectivity provider to an orchestrator of intelligent, cyber-physical ecosystems. The 
report concludes with a set of actionable recommendations for technology and business leaders to navigate the 
technical, cultural, and security challenges of this transformative journey. 
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1. The Operational Crossroads: Navigating Telecom's 
Existential Dilemma 
The telecommunications industry is facing a period of unprecedented disruption, driven by fundamental 
pressures that are reshaping its business models and operational realities. A complex interplay of market 
forces, technological evolution, and rising costs has made a radical departure from traditional operations 
not just beneficial, but an existential necessity. 
 

1.1. The Erosion of the Traditional Business Model 
A core challenge for the industry is the commoditization of its primary services. Services like mobile and 
broadband connectivity have become undifferentiated commodities, leading to intense competition and 
downward pressure on pricing. This is reflected in declining average revenue per user (ARPU) for mobile 
services, which is expected to fall at a compound annual growth rate (CAGR) of 1.3% through 2028, 
while fixed broadband ARPU is projected to remain flat. 
This stagnation in revenue growth is juxtaposed with the continuous and massive capital investment 
required to build and maintain sophisticated networks. The rollout of 5G, for example, is expected to 
absorb 85–90% of operator capital expenditure (CapEx) through 2025, an estimated investment of 
around $1 trillion for the industry as a whole. In the United States alone, broadband providers invested 
$94.7 billion in communications infrastructure in 2023, marking the second-highest annual investment in 
over two decades. This dynamic, where CapEx growth outpaces revenue growth, has resulted in a 
steady decline in return on invested capital (ROIC) and negative investor sentiment, creating a powerful 
economic headwind for the sector. 
Furthermore, the operational side of the business is burdened by significant and rising costs. Energy, in 
particular, represents a stubbornly high portion of operating expenditure (OpEx), accounting for 20-40% 
for the average operator. While there was a marginal decline in global network utility costs in 2024, this 
follows a consistent upward trend since 2019, underscoring the ongoing financial pressure. This context 
highlights an urgent need for strategies that can simultaneously reduce costs, improve efficiency, and 
generate new revenue streams. 
 

1.2. The Defining Challenge of Complexity 

The transition to modern networks has introduced unprecedented levels of complexity. The move to a 
5G Standalone (SA) architecture, which relies on cloud-native cores and a more distributed 
infrastructure, enables new capabilities like network slicing and ultra-low latency. However, this 
architectural shift is a significant barrier to adoption, with operators expressing concerns about 
technology maturity and the potential for migration disruption. 
The industry's move toward open standards, such as Open RAN (O-RAN), promotes a multi-vendor 
ecosystem, allowing operators to select "best-of-breed" products from different manufacturers. While this 
fosters innovation and competition, it also introduces substantial challenges in interoperability, 
integration, and management, which can increase operational costs and complexity. This is compounded 
by the existence of legacy systems that are often incompatible with modern, API-driven technologies, 
requiring expensive and complex upgrades. 
This growing complexity is exacerbated by a data deluge. The proliferation of 5G and the Internet of 
Things (IoT) is generating a massive volume of data—a "tsunami"—that traditional, human-led IT 
operations are unable to process effectively. An enterprise with just 10,000 servers can generate 60 
million data points per hour. Manually sifting through this volume of data for fault detection, 
troubleshooting, and performance optimization is simply no longer a viable or efficient approach. The 
pressure is on to find automated, intelligent solutions that can manage this complexity at scale. 
The financial and operational challenges described are not isolated issues; they are interconnected in a 
compounding feedback loop. The commoditization of core services forces operators to make massive 
capital investments to innovate. This new, more complex infrastructure, however, is more expensive to 
manage, increasing operational costs and further squeezing profitability. This dynamic shows that the 
traditional approach of simply building bigger, faster networks is not a sustainable model on its own. A 
fundamental change in how these networks are operated is necessary to break this cycle. 
In response to this, a new strategic focus has emerged: viewing operational efficiency not merely as a 
cost-cutting measure but as a core driver of business growth. The unbundling of traditional telcos into 
network-focused entities (NetCos) and customer-facing service entities (ServCos) is a tangible example 
of this new strategic thinking. The underlying purpose of this structural separation is to create an agile 
and efficient operational layer that can be monetized as a platform for new services. This shifts the 
network from a reactive cost center to a proactive, profit-generating machine. 
Finally, the industry-wide talent shortage is not just a hiring problem but a systemic challenge to 
knowledge preservation. A significant portion of the experienced workforce is nearing retirement, and 
their operational knowledge is often undocumented and resides "only in their heads". This creates a 
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critical vulnerability, as the loss of this expertise hinders both the maintenance of legacy systems and the 
adoption of new, complex technologies that require specialized skills in AI and data science. The 
shortage of talent slows automation, and in turn, the lack of automation makes the industry less 
appealing to the next generation of technical professionals. 
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2. The AIOps Foundation: Defining the Technologies, 
Tools, and Players 

The strategic transformation of the telecom industry hinges on the adoption of AI-driven operations, a 
new paradigm often referred to as AIOps. This shift is enabling networks to evolve from manually 
managed systems to intelligent, self-governing platforms. 
 

2.1. Defining the Autonomous Network Journey 

A critical distinction must be made between network automation and network autonomy. While 
automation relies on predefined, rule-based tasks, autonomy involves intelligent systems that can make 
independent decisions in real time with minimal human intervention. AIOps is the application of AI, 
including machine learning (ML) and big data analytics, to enable this operational autonomy. 
The industry's journey toward this autonomous future is guided by the TM Forum's six-level Autonomous 
Network Maturity Model (ANMM), which provides a standardized roadmap for operators. While most 
operators currently reside at Level 1 or 2, focused on siloed automation and assisted operations, there is 
a clear ambition to advance. Over 60% of operators aim to reach Level 3 or higher by 2028. Industry 
leaders like China Mobile have already made significant progress, reaching Level 4 autonomy in just six 
years by focusing on high-value scenarios such as fault management and network optimization. A Level 
4 network possesses self-optimizing capabilities and can handle most operations autonomously, though 
human oversight is still required. 
A modern AIOps platform operates in a continuous, closed-loop cycle composed of three core 
components: 
* Data Ingestion: The platform first collects massive amounts of structured and unstructured data from 
diverse sources across the network, including devices, logs, and user-behavior metrics. 
* Analytics Engine: This is the core intelligence layer, which uses machine learning and deep learning 
algorithms to filter out noise, detect anomalies, identify patterns, and pinpoint the root cause of issues. 
* Automation: The final step involves the system taking an automated action, such as rerouting traffic, 
adjusting configurations, or triggering a self-healing mechanism, often before a problem can impact a 
user. 
 

2.2. Foundational and Emerging Technologies 

The shift to autonomous networks is built on a foundation of several key technologies that enable the 
necessary flexibility and programmability. Software-Defined Networking (SDN) and Network Functions 
Virtualization (NFV) are critical enablers, as they decouple network functions from proprietary hardware. 
This allows for centralized, software-driven control and dynamic resource allocation, which are essential 
for core 5G capabilities like network slicing. This foundation is largely deployed on cloud-native and 
hybrid-cloud architectures, which provide the scalability and agility required for modern, complex 
network operations. 
Beyond these foundational elements, emerging technologies are accelerating the path to full autonomy. 
Digital twins, for instance, are real-time virtual models of physical networks that capture billions of data 
points. This capability is instrumental for advanced operations, enabling real-time simulation, predictive 
analysis, and the ability to test automated actions safely before deploying them on the live network. 
The evolution from simple automation to full autonomy is also being driven by new advancements in 
artificial intelligence. The industry is moving towards an "agentic" architecture, where multiple 
specialized AI agents collaborate to manage network operations. These agents, empowered by Large 
Communication Models (LCMs) and Knowledge Graphs (KGs), can reason through complex scenarios 
and interpret "meaning" from network data, enabling a more sophisticated and holistic approach to 
network management. 
 

2.3. Key Players and the Ecosystem 

The AIOps ecosystem is a complex web of traditional network equipment vendors, emerging software 
providers, and powerful hyperscale cloud companies. 
Network Equipment Vendors are at the forefront of developing autonomous network solutions. Chinese 
vendors like Huawei and ZTE hold a dominant position in the global Radio Access Network (RAN) 
market, with a strong domestic presence that provides stability and scale. China Mobile's rapid progress 
to Level 4 autonomy serves as a prime case study of the deep collaboration between these operators 
and vendors. For example, ZTE's AIR Net solution fully injects AI capabilities into network infrastructure, 
leveraging large models and digital twins to achieve end-to-end automation and intelligence. Similarly, 
European giants like Ericsson and Nokia are highly active, often leading industry-wide initiatives and 
partnerships with operators like AT&T and Vodafone. 
Hyperscalers, such as Google Cloud and Microsoft, are becoming indispensable partners in this 
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transformation. They provide the cloud infrastructure and pre-trained foundation models that telcos can 
leverage without building them from scratch. Google Cloud's Autonomous Network Operations 
framework, for example, combines its advanced AI, infrastructure, and analytics products to enable 
telcos to proactively manage their networks. It partners with operators like Bell Canada and Telstra to co-
develop AI-powered solutions for RAN optimization and predictive maintenance. 
Juniper Networks, a key player in the AIOps space, offers its Marvis AI engine, which is purpose-built for 
network operations. The solution is designed to automate routine tasks, accelerate troubleshooting, and 
deliver reliable user experiences. T-Mobile, for instance, is rolling out Juniper's AI-native platform across 
its stores to simplify operations, improve network assurance, and streamline the network lifecycle. 
 
Table 1: Key Players in the Autonomous Networks & AIOps Ecosystem 
 

    

 Player Type   Company   Role & Notable Solutions   Key Partnerships/Examples  

--- --- --- --- 

 Network 
Equipment 
Vendors   Huawei  

 Global leader in RAN; deep collaboration 
with Chinese operators on autonomous 
networks; Huawei Autonomous Driving 
Network (ADN) is a system-level solution for 
network automation and AI.   China Mobile  

   ZTE  

 Key player in RAN; developed the AIR Net 
solution that leverages AI agents and digital 
twins for end-to-end automation.   China Unicom, Telkomsel  

   Ericsson  

 Global leader in RAN outside of China; 
provides AI-native solutions and partners 
with operators on 5G/6G architecture.   AT&T, Deutsche Telekom, SoftBank  

   Nokia  

 Highly active in TM Forum Catalyst projects; 
provides the Nokia Core and AIOps solutions 
that simplify network management and 
improve efficiency.   Telefónica, BT Group, M1 (Singapore)  

 Hyperscalers & 
AI Providers   Google Cloud  

 Provides an Autonomous Network 
Operations framework; offers cloud 
infrastructure, data analytics (BigQuery), 
and foundation models (Gemini) that enable 
AIOps.   Bell Canada, Telstra  

   Microsoft  

 Provides cloud platforms (Azure OpenAI) 
and tools (Copilot) to enable telcos to 
enhance customer experience, optimize 
operations, and modernize their networks.   Vodafone, Orange France, Amdocs  

 Specialized 
Software & 
Infrastructure   Juniper Networks  

 Offers the Marvis AI engine and an AI-native 
networking platform that automates 
operations and reduces OpEx.   T-Mobile  

   VIAVI Solutions  

 Provides the NITRO AIOps solution, an 
umbrella platform that integrates across 
multi-vendor environments to simplify NOC 
operations.   Telefónica HISPAM, TDC NET  

 
 
The relationship between these players is not straightforward; it is a dynamic of co-creation and 
competition. While hyperscalers enable AIOps by providing foundational infrastructure and tools, they 
are also a significant competitive threat, as they have been the primary beneficiaries of the data 
consumption boom and are now offering their own B2B services. For telcos, this means that while 
partnering with hyperscalers is a necessity, they must also carefully manage these relationships to avoid 
ceding control of their network-specific data and customer relationships. 
The effectiveness of AIOps platforms is fundamentally dependent on high-quality, verified data. The 
historical fragmentation of data across disparate departments and network domains presents a 
significant barrier to implementation. Overcoming this requires a fundamental cultural and architectural 
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shift from departmental data ownership to a centralized, enterprise-wide data strategy. Without this, 
AIOps models may produce "hallucinations and severe errors" due to a lack of a unified and reliable 
data foundation. 
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The Business and Operational Stakes of AIOps 

The transition to AIOps is not a speculative endeavor but a strategic move with quantifiable benefits that 
directly address the industry's core challenges of cost, complexity, and revenue stagnation. By moving 
from reactive to proactive operations, operators can unlock significant value across their entire business. 
 

3.1. Quantifiable Benefits and ROI 

AIOps offers a compelling business case rooted in both cost reduction and enhanced operational 
performance. Early autonomous network initiatives have already demonstrated tangible results, yielding 
a 20% improvement in operational efficiency and an 18% reduction in network OpEx for pioneering 
operators. Specific AIOps solutions, such as Juniper’s AI-native platform, have been shown to reduce 
OpEx by as much as 85% by automating routine tasks and accelerating deployments. 
The financial returns on this transformation are substantial. A Capgemini study found that operators 
anticipate investing an average of $87 million in autonomous networks over five years, with an estimated 
OpEx savings of $150–300 million per organization. This investment translates to a return on investment 
(ROI) ranging from 1.7x to 3.4x, with a payback period of 1.5 to 2.9 years. This economic reality is a 
powerful motivator for adoption. 
In terms of network resilience, AIOps platforms significantly improve uptime by enabling a shift from a 
reactive to a predictive operational model. AI-driven predictive maintenance can reduce network 
downtime by up to 40%. Bell Canada, leveraging a Google Cloud-based AI Ops solution, has already 
seen a 25% reduction in customer-reported incidents and a 200% faster threat detection rate. Similarly, 
a telecom operator reported a 45% reduction in Mean Time to Repair (MTTR) by incrementally 
introducing AIOps-driven incident management. For T-Mobile, the deployment of Juniper’s AIOps 
platform has resulted in a 90% reduction in network-related trouble tickets, which directly translates to 
cost savings and improved customer satisfaction. 
AIOps also plays a critical role in addressing sustainability goals by reducing network energy 
consumption, which accounts for a significant portion of OpEx. AI-powered solutions can optimize 
energy consumption by 10-12% per radio site by dynamically adjusting power based on real-time traffic 
loads and user behavior, helping operators work toward their net-zero commitments. 
 

3.2. Driving New Revenue Streams 

In an era of commoditization, AIOps is a powerful engine for generating new revenue. It helps monetize 
data and network assets in two primary ways: 
* Data Monetization: Operators are sitting on a "data gold mine" of high-frequency data streams. By 
applying advanced analytics and AI, this passive data can be transformed into a strategic business 
asset. This can be monetized indirectly through internal improvements like churn prediction, or directly 
through a Data-as-a-Service (DaaS) model, where anonymized and aggregated insights are sold to third 
parties in sectors like retail and advertising. 
* Network API Monetization: The exposure of network capabilities through Application Programming 
Interfaces (APIs) is a key strategy for creating new revenue streams from 5G investments. By offering 
APIs for services like Quality of Service (QoS), location intelligence, and authentication, operators can 
create new business opportunities and foster developer ecosystems. While this market has been slower 
to materialize than initially expected, with analysts downgrading 2030 revenue forecasts, it remains a 
robust long-term opportunity, especially in areas like anti-fraud, advertising, and autonomous vehicles. 
AIOps is a core enabler for delivering differentiated B2B services. The capabilities of 5G Standalone 
(SA), particularly network slicing, allow operators to create virtual network slices with guaranteed 
performance and unique service level agreements (SLAs) for enterprise customers. AIOps, with its 
ability to assure and optimize network performance in real time, is the technology that makes it possible 
to deliver and monetize these mission-critical services for industrial IoT, remote healthcare, and 
autonomous vehicles. 
The business value of AIOps is not a simple calculation but a holistic one that encompasses both 
internal efficiency and external revenue opportunities. The financial proposition is not just about cutting 
OpEx through automation but also about the avoided costs of network downtime, the improved business 
continuity posture, and the ability to attract new revenue from high-value, SLA-guaranteed services. A 
company that focuses only on direct cost savings will miss the larger, more strategic value proposition. 
This transformation is rooted in unlocking the latent value of data. Modern networks generate petabytes 
of data that are often fragmented across systems and departments. An AIOps platform, by aggregating 
this data and applying powerful analytics, transforms this passive operational by-product into an active, 
strategic asset. This is the fundamental mechanism that enables both internal efficiencies (e.g., 
predictive maintenance) and external revenue streams (e.g., DaaS and APIs). 
The structural trend of unbundling telcos into NetCos and ServCos is a powerful response to the 
industry's financial dilemma, but it is a strategy made possible by AIOps. The separation requires an 
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"open and lean automation layer" to manage the network efficiently. AIOps provides this layer, with its 
focus on end-to-end, intent-based automation. This suggests a powerful symbiotic relationship where the 
technology enables the strategic business model, and the new structure provides a clearer mandate and 
capital allocation for future AIOps investments. 
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4. Navigating the Human and Cultural Dimension of 
Change 

While the technological and financial aspects of AIOps are compelling, the success of this transformation 
ultimately rests on the people and culture of the organization. Shifting to an autonomous network model 
is not a technical upgrade but a fundamental change in how work is done, which requires addressing 
deeply embedded organizational and human challenges. 
 

4.1. The Critical Talent and Skills Gap 

The autonomous network journey is creating a demand for a new breed of professional. The skills 
required to manage these networks are vastly different from those of traditional network engineers. The 
industry faces a significant and widespread skills gap in specialized areas like AI, machine learning (ML), 
automation, and Software-Defined Networking (SDN). This is a global issue, with countries like 
Indonesia forecasting a need for hundreds of thousands of new digital professionals annually to prevent 
foreign workers from dominating the sector. 
The role of a network professional is evolving from a manual "firefighter" to a hybrid role that combines 
the skills of a network engineer and a data scientist. This requires proficiency in programming languages 
like Python and knowledge of APIs, data modeling, and critical thinking. To address this gap, operators 
are implementing a range of strategies, including partnering with universities to develop specialized 
courses and outsourcing to large system integrators. Internally, companies like Bell Canada are building 
in-house teams and adopting agile and Site Reliability Engineering (SRE) methodologies to develop the 
necessary expertise. 
 

4.2. Overcoming Organizational and Cultural Inertia 

One of the most significant barriers to adopting autonomous networks is not technological but cultural: 
the "mindset of employees". Employees may be resistant to change due to a fear of job loss, a lack of 
understanding of the new technologies, or a perceived "loss of control" over the network. Traditional 
network operations are often reactive, a culture of "firefighting" that focuses on responding to problems 
after they occur. The shift to AIOps demands a new, proactive, and data-driven culture that prioritizes 
prediction and prevention. 
Driving this change requires a top-down approach. Research shows that achieving higher levels of 
autonomy requires a clear C-level vision and strategy with well-defined goals and timelines. However, 
this is a significant challenge, as only 17% of telcos have a comprehensive strategy, and only 15% have 
appointed a dedicated leader for autonomous networks. Without this executive leadership, 
transformation efforts often become fragmented and fail to deliver on their promise. 
The role of AI in this new environment is not to replace human workers, but to augment their capabilities. 
AI agents are designed to automate repetitive, low-value tasks, freeing up human experts to focus on 
more strategic and innovative work. This framework suggests that AIOps is not just a tool for cost-cutting 
but a strategy for retaining and empowering talent. By making jobs more engaging and focusing on 
higher-value activities, AIOps can help close the talent gap and improve employee satisfaction. 
For this transformation to be successful, there is a need to balance structured governance with a culture 
of experimentation. While robust data governance, security, and ethical frameworks are essential for 
building trust and ensuring compliance, an organization must also encourage employees to "experiment 
with AI". This dynamic creates a positive feedback loop: clear governance provides the necessary 
guardrails, which reduces the fear of unintended consequences and enables employees to innovate 
more freely, accelerating the pace of adoption. 
The human element of this transition extends beyond the enterprise to broader societal and ethical 
concerns. The shift to AI-driven networks and smart cities raises significant questions about data privacy, 
security, and the digital divide. The analysis shows that governments, such as in Taiwan, are actively 
fostering local technology development to address data privacy and sovereignty concerns. This 
demonstrates that the conversation about AI in telecommunications is not confined to the boardroom but 
is a public discourse that requires transparency and collaboration with citizens and regulators to 
maintain trust and ensure equitable access to technology. 
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5. The Vision for 2030: From 5G-Advanced to the 
AI-Native 6G Era 

The strategic future of telecommunications will be defined by the seamless integration of AI and next-
generation networks. The current evolution of 5G is laying the foundation for a profound paradigm shift 
that will culminate in the AI-native 6G era around 2030. 
 

5.1. 5G-Advanced: The Critical Bridge 

5G-Advanced (5G-A), defined in 3GPP Releases 18–20, is not a separate generation but the next 
crucial phase of 5G deployment. It is serving as an essential bridge to 6G, with a strategic focus on 
embedding AI and ML into both the network core and the RAN. This is an accelerated period of 
innovation, with key advancements that are directly paving the way for future technologies. 
Notable advancements in 5G-A include AI-driven automation that can reduce fault detection time by as 
much as 90% and cut false alarms by 70%. The technology also introduces new latency-reducing 
features and a strong focus on energy efficiency. These enhancements are critical for supporting 
emerging, high-value use cases such as Extended Reality (XR) and industrial IoT. Geographically, Asia, 
particularly China and Macao, has seen the most activity in 5G-A deployment, with a focus on 
monetizing these differentiated connectivity services for enterprises. 
 

5.2. 6G: The AI-Native Network of the Future 

The vision for 6G represents a fundamental paradigm shift from its predecessors. While 5G uses AI as 
an enhancement, 6G is being designed as an AI-native network, with intelligence deeply embedded 
across every layer of the architecture from its inception. The ultimate objective is to achieve fully 
autonomous network operations with "zero human touch". The 6G standardization process, tracked by 
the ITU-R as IMT-2030, is already underway, with commercial services expected to begin rolling out in 
the early 2030s. 
The technological drivers and capabilities of 6G are set to redefine the limits of connectivity: 
* Massive Speeds and Ultra-Low Latency: The network is being engineered to deliver data speeds of up 
to 1 Tbps (terabit per second)—a 100-fold increase over 5G—and latency as low as 0.1 milliseconds, 
enabling a new class of real-time, mission-critical applications. 
* Ubiquitous Connectivity and Integrated Sensing: 6G will integrate terrestrial and non-terrestrial 
networks (TN/NTN) from day one, ensuring seamless coverage via satellite connectivity. A revolutionary 
feature will be the integration of communication and sensing, which will allow the network to detect 
objects and motions in the physical environment without the need for active electronics on the target. 
* Distributed Intelligence and Digital Twins: The core principle of 6G is "intelligence everywhere," where 
AI workloads are executed wherever it is most efficient within the network. This will enable the creation 
of massive digital twins, which are real-time, interactive 4D maps of entire cities for applications like 
public transport and waste management. 
* Sustainability as a Core Tenet: Environmental efficiency is a central design principle for 6G. Features 
such as ultra-low power AI and a dynamic sleep-and-wake capability for network components will 
significantly reduce energy consumption when traffic is low. 
 
Table 2: The Strategic Evolution to 6G: 5G-Advanced as the Bridge 
 

Feature   5G-Advanced (The Bridge)  
 6G (The AI-Native 
Future)   

--- --- ---    

 Primary Focus  
 Enhanced 5G, incremental innovation, 
and laying the groundwork for 6G.  

 Paradigm shift to a fully AI-native 
network and cyber-physical 
ecosystem.  

 AI Integration  

 AI as an enhancement to optimize 
existing network operations (RAN and 
core).  

 AI as a native foundation, deeply 
embedded across every network 
layer.  
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 Latency  
 Enhanced low latency for XR and 
industrial IoT use cases.  

 Aiming for sub-millisecond 
latency (0.1ms) for truly real-time 
applications.  

 Peak Data 
Rate  

 Incremental improvements over baseline 
5G.  

 Aiming for speeds of up to 1 
Tbps—100 times faster than 5G.  

 Key Features  

 Network slicing, ultra-reliable low-latency 
communication (URLLC), low-latency, 
low-loss, scalable throughput (L4S).  

 Integrated sensing and 
communication, massive digital 
twins, AI-as-a-Service (AIaaS).  

 Connectivity  

 Evolution of terrestrial networks with 
enhanced support for Non-Terrestrial 
Networks (NTN).  

 Seamless integration of 
terrestrial and non-terrestrial 
networks from day one.  

 Timeline  
 Standardization in 3GPP Releases 18-20; 
commercialization starting around 2025.  

 Standardization around 2030; 
commercial rollout in the early 
2030s.  

 
 
The relationship between 5G-Advanced and 6G is symbiotic. 5G-A is not a separate entity, but the 
essential evolutionary step that is making 6G possible. Lessons learned from live 5G deployments are 
informing the research and development of 5G-A, and the resulting technologies are, in turn, becoming 
the foundational building blocks for 6G. This continuity highlights the importance of fully realizing the 
potential of 5G-A now to ensure a successful and informed transition to 6G in the next decade. 
The strategic vision for 6G and its reliance on pervasive sensing and digital twins is inextricably linked to 
the future of smart cities. This vision, which includes autonomous transportation, smart grids, and 
intelligent waste management, blurs the lines between telcos, IT providers, and utility companies. The 
implication is that telcos must evolve their role from a simple connectivity provider to an orchestrator of a 
new, converged ecosystem. 
The increased complexity and massive number of connected devices in 6G will exponentially increase 
the attack surface for cyber threats. This includes new risks like data manipulation, sensor spoofing, and 
the use of AI for complex, automated attacks. The security and ethical considerations for 6G cannot be 
an afterthought but must be a core part of the architectural design and standardization process from day 
one. The ethical use of AI, including fairness and algorithmic transparency, will also be paramount for 
building public trust in a world of pervasive sensing and AI-driven governance. 
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6. Conclusion: A Strategic Path to the AI-Native 
Future 

The convergence of technological, financial, and competitive pressures has made the adoption of AIOps 
and the journey to autonomous networks a strategic imperative for the telecommunications industry. This 
transformation is not a single project but a multi-faceted, multi-year journey that requires a holistic 
approach addressing technology, business strategy, and organizational culture. 
The analysis presented in this report leads to several key conclusions. First, the financial benefits of 
AIOps are no longer theoretical; they are quantifiable. By leveraging AI-driven automation, operators can 
achieve significant reductions in operational costs, improve network resilience, and deliver a compelling 
return on investment. The business case extends beyond cost-cutting to include the creation of new 
revenue streams through the monetization of network APIs and differentiated B2B services enabled by 
5G Standalone. 
Second, the path to autonomy is not about replacing human talent but about augmenting it. AI agents 
and automated workflows are designed to handle repetitive, low-value tasks, freeing up human 
professionals to focus on strategic innovation. This shift requires a new breed of hybrid talent skilled in 
both networking and data science, necessitating a proactive investment in upskilling and a cultural 
transformation from a reactive to a predictive mindset. 
Third, the evolution to an AI-native future is a phased journey. The current focus on 5G-Advanced is a 
critical transitional phase that is incrementally embedding AI into the network, laying the foundational 
building blocks for a more profound transformation. The ultimate vision of 6G is a network designed from 
the ground up with intelligence at its core, enabling a new class of cyber-physical use cases and 
fundamentally reshaping the industry's role in society. 
Based on this analysis, the following actionable recommendations are provided for leaders to 
successfully navigate this transformation: 
* For Technology Leaders: Prioritize the modernization of network infrastructure with cloud-native, open-
source solutions to simplify multi-vendor integration and break down data silos. Begin investing in 
foundational AIOps tools, focusing on high-value applications like predictive maintenance and automated 
root cause analysis to build momentum and demonstrate value. 
* For Business Leaders: Appoint a dedicated C-level leader or champion for autonomous networks to 
ensure the vision is a strategic priority and is aligned with broader business goals. Develop a multi-year, 
phased roadmap, beginning with "low-hanging fruit" use cases that deliver tangible ROI before scaling to 
more complex, cross-domain scenarios. 
* For Organizational Culture: Fund comprehensive upskilling and reskilling programs to address the 
skills gap and develop hybrid talent. Foster a culture of responsible innovation by establishing clear data 
governance and privacy frameworks that build employee and public trust and enable a shift from 
reactive firefighting to proactive management. 
* For Policymakers and Regulators: Collaborate with industry alliances such as the TM Forum, ITU, and 
GSMA to standardize metrics and reporting for AI's environmental footprint. Simplify regulatory 
frameworks to encourage infrastructure sharing, green investments, and the efficient allocation of critical 
spectrum. This will help balance the industry’s financial pressures with its role as an enabler of societal 
progress. 


